THE
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He0e30IaCHBIM

KubepOaHauTaM maxe He HYKHO 3HATh YYETHLIE MaHHBIE, YTOOL CKOMIIPOMETUPOBAThH BalITy
CUCTEMY.

KommaHusi Veeam npu3biBaeT Bcex Mojb3oBaTesien Veeam Backup Enterprise Manager
00HOBHUTH ITPOTPAaMMHOe oOecIieyeHue 10 IocIeqHel Bepcuu 13-3a 00HaPyKeHHOH
KPUTHUYECKOU YSI3BUMOCTH, ITO3BOJISAIONIEN 37I0YMbIIIJIEHHAKaM 00XOAUTh CPEeCTBA 3alUThI
ayTeHTU(QUKALINH.

Veeam Backup Enterprise Manager — 9T0 eHTpanin30BaHHOE PeEIIeHNe OIS YIIpaBIeHUS
pPe3epBHBIMU KONUSIMU B HHGPacTpyKType Veeam. OHO IPeROCTaBIseT equHbIN BeO-
MHTEepQeuC /11 MOHUTOPUHTA, OTYETHOCTHU U YIIPaBIEHUS 3ajaHUSIMU PE3EPBHOTO
KOIIMPOBaHUS, PEIJINKALUU U BOCCTAHOBJIEHUS.

[TnaTdopma m03BOIAET aAMUHUCTPATOPY JIETKO YIIPaBIATh MaCIITaOHEIMU pe3ePBHBIMU
KONUSIMY, BHITIOJIHATH IIOUCK ¥ BOCCTAHOBJIEHUE OTHEIbHEIX (halljioB, a TakKXkKe YIPaBIsATh
IIpaBaM¥ [OCTYyIIa oJib30BaTenel u rpynn. Kpome toro, Veeam Backup Enterprise Manager
yIpoIaeT afMUHUCTPUPOBaHUE U NOBHIIAET 3¢ (HEeKTUBHOCT PabOTH C JAaHHBIMU B KPYIIHBIX
IT-cpenax.

Ysa3BumocTs, nomyunBinas ugeHtuduratop CVE-2024-29849 u onerky 9.8 no mkane CVSS
(Common Vulnerability Scoring System) — 3T0O OTKPHITEIA CTaHAAPT, UCIOJIb3YEMBIN OJI
OLIEHKH ¥ KjlacCu(PUKalluK yI3BUMOCTeN nHbopMalnuoHHou 6e3omacHoctu. CVSS
IIPEOCTaBIgeT YUCIOBYIO OLEHKY, KOTOpas IOMOraeT OpraHu3alysaIM OIMpefeInuTh
CEpPbEe3HOCTh YA3BUMOCTH U IPUHSATH COOTBETCTBYIOIINE MEPHI [JI YCTPaHEeHUsd yrpo3.<br>
<br> Omenka CVSS npencraBneHa yncnoBeM 3HaueHueM ot 0 mo 10, roe 0 o6o3HavyaeT
OTCYTCTBHE YI3BUMOCTH, a 10 — HaWBBICIINY YPOBEHD YSA3BUMOCTU. JTa OIleHKa II03BOJISIET
[T-cnenmanucTaM ¥ afMUHUCTPATOPaM IPUHUMATh PEIIeHUs 0 IPUOPUTETaX 110
obecrieyeHnio 0€30I1aCHOCTUA CUCTEM U IPUHUMATh MEPHI I YCTPaHEHUS YSI3BUMOCTEH,
HaunboJiee KPUTUYHEBIX [y opraHu3anuu." data-html="true" data-original-title="CVSS"
>CVSS, no3BosisieT HeaBTOPHU30BAaHHOMY aTaKyIOIleMy BOUTHU B BeO-uHTepdelic Veeam
Backup Enterprise Manager mop ©uMeHeM J1t000T0 ITOIH30BaTENS.

Takxxe KOMIaHuA C006I_T.II/IH8_ (0] Tpex AOPYIUX YA3BUMOCTAX, BIIUAIOINNUX Ha TOT 2K€ IIPOOYKT:

Bce aTu ys13BUMOCTH OBLIM HCIIpaBiieHkl B Bepcuu 12.1.2.172. BaxXHO OTMETHUTS, YTO
yctaHoBKa Veeam Backup Enterprise Manager He siBiisieTcs 0013aTeTbHOM, U T€ CPe[ihl, B
KOTOPHIX OH HE YCTAHOBJIEH, He NOJBEPXKEHBI JaHHBIM YSI3BUMOCTSIM.

3a mocnenHue HeaeIu KOMIIaHUS TaKxXKe YCTPaHUIIa JIOKAJIbHYIO YA3BAUMOCTE IIOBBIIIECHUA
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npusuneru B Veeam Agent for Windows (CVE-2024-29853, ouenka CVSS: 7.2) u
KPUTHYECKYIO YSI3BUMOCTb YIAJIEHHOTO BHIIOTHEHUS Kofia B Veeam Service Provider Console
(CVE-2024-29212, ouenka CVSS: 9.9).

I[To cnoBaM Veeam, ysizBuMocTb CVE-2024-29212 cBsizaHa ¢ He6e30IaCHEIM METONOM
mecepuanu3alry, UCIONb3yeMbiM cepBepoM Veeam Service Provider Console (VSPC) npu
B3aMMOJIEMCTBUY C aT€HTOM YIIPaBIEHUS U €0 KOMIIOHEHTaMH, YTO IIPY OIpeeIEHHBIX
YCJIOBUSIX II03BOJISIET BHIIOJIHUTE YOaIEHHOE BEIIIOTHEHNE Kofa Ha cepBepe VSPC.

Ys3BuMocCTH B ImporpaMMHoM obecriedyenun Veeam Backup & Replication (CVE-2023-27532,
omnenka CVSS: 7.5) yKe HCIOIb30BaINCh TaKuMU rpynnupoBkamu, Kak FIN7 u Cuba, gns
pacrIpocTpaHeHus BPeQOHOCHHIX ITPOrpaMM, BK/II04Yas BEIMOTATEIbCKHE, YTO IONYEPKUBAET
BaXKHOCTh OBICTPO YCTaHOBKM OOHOBJIEHUH.
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