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YTO peKOMEHYeT M0Ih30BaTEeIIM KOMIIAHHSI, YTOOR 00€30IaCUTh CBOM YCTPOHUCTBA?

Kommanust ASUS (Asustek Computer Inc.) - 3T0 MUPOBO# TPOU3BOTUTEIH KOMITLIOTEPHOK
TeXHUKY U 9IEKTPOHUKY, OCHOBaHHBIY B TauBaHe B 1989 rogy. Komnanus
CIIeIMaIN3uPYyeTCs Ha IPOU3BOMICTBE U IIpofaxKe Pa3H000pa3HOM MPOMYKINY, BKITIOYas
HOYTOYKHY, HaCTOJIbHbIE KOMIIBIOTEPE, MOHATOPBI, CMAapT(OHHI, IIJIAHIIEThl, KOMIIOHEHTHI I
KOMITbIOTEPOB (MaTEepPUHCKYE TIIaThl, BUOEOKAPTH, OJIOKW MUTAHUS U IPYTHE) U CETEBOE
obopynoBanue." data-html="true" data-original-title="Asus" >ASUS BrmycTuna 06HOBIIeHE
IIPOIIMBKHY, YCTPaHSAIIIEee YI3BUMOCTh, KOTOpas 3aTparuBaeT cpa3y CeMb MOfesen
MapIIPyTU3aTOPOB U MO3BOJIIET YAATEHHBIM 3JI0YMBILIITIEHHUKAM TIOJTyYUTh JOCTYII K
YCTPOUCTBAM.

Kputuyeckas ysi3BUMOCTh, 3apeructpupoBantHas Kak CVE-2024-3080 (omenka CVSS v3.1:
9.8) m03B0OIsIET HEABTOPU30BAHHKIM yIaJIEHHBIM M10JIb30BATENIIM 00XOOUTh ayTEHTU(UKAIINIO
Y 3aXBaThIBAaTh KOHTPOJIb HaJl YCTPOKWCTBOM.

Y43BUMOCTh 3aTparuBaeT Clefylolme Mofeu Mapmpytu3aTtopos ASUS:

ASUS pekoMeHayeT 0OHOBUTH ITPOIIUBKY BhIIIEIIEPEYHCIIEHHBIX MapIIPyTA3aTOPOB [0
IIOCNIeJHEeN BePCUH, HOCTYIIHOU Ha IIopTalie 3arpy30K KOMIIaHUuu. MHCTPYKIIUU 110
0OHOBJIEHMIO MIPOIIMBKY MOXKHO HalTH Ha cTpanuiie FAQ.

It TeX, KTO HEe MOXKeT 0OHOBUTH IIPOIIMBKY HeMeJIEHHO, PEKOMEHIYEeTCS UCII0JIb30BaTh
Ha€XKHbIE TapOJId KaK O YYETHBIX 3amnucel, Tak u ansa camux Wi-Fi cetenr — gnuHou
6omee 10 cuMBOJIOB. TakKe KOMITQHKS COBETYET OTKIIIOUUTD OOCTYII K aiMUHHACTPAaTUBHOM
nmaHenu dyepe3 UHTepHeT, yoaneHusii goctyn ¢ WAN, nepeagpecanuio moptos, DDNS, VPN
cepsep, DMZ u niepekitodaTens IOPTOB.

B ToM ke makeTe 0OHOBIIEHU ycTpaHeHa ysa3BuMocTb CVE-2024-3079, npencTraBmisiomnias
coboit mepemnonuaenue 6ydpepa (CVSS v3.1: 7.2), ons skcIiyaTaliy KOTOPOu TpebyeTcs
amIMUHUCTPATUBHBIN OOCTYII.

Kpome toro, CERT TatiBaus cooOiun 00 ysisBuMoctua CVE-2024-3912 (CVSS v3.1: 9.8),
KOTOpas MO3BOJIsIET HEaBTOPHU30BaHHBEIM yaJl€HHBIM I10JIb30BaTE/ISIM BHIIIOJIHATh CUCTEMHEIE
KOMaH[Bl Ha YCTPOUCTBE. JTa YA3BUMOCTh 3aTparuBaeT MHOXKECTBO MOfeen
MapuipyTu3aTopoB ASUS, HO He BCce U3 HUX IOJNTy4aT 00HOBIEHUST 0€30MTaCHOCTH U3-3a
OKOHYaHUS CPOKa MOAJEPKKH.

Huxe nepeunciensl pelrerus 1m0 ya3BuMoctu CVE-2024-3912 a1 KOHKPETHBIX MOfeJien

Bce npaBa 3amuineHsl
save pdf date >>> 27.01.2026



THE
IT‘EIIHEESABAT CVE-2024-3080: cpa3sy 7 poyrepoB ASUS mepeIuny mof KOHTPOIIb
37I0YMBIIITIEHHUKOB

MapIIPyTH3aTOPOB:

ASUS TakxKe BHIyCTHIIa 00HOBNIEHKE A GupMeHHO#M yTunutel Download Master,
VCIIONIb3YEMOU IJIs YIIpaBJIeHUs U 3arpy3Ku (alijoB HAMPSIMYIO Ha IMOAKITIOUEHHOE K
Mapupytusatopy USB-ycTpouicTBo uepe3 ToppeHTs, HTTP unu FTP.

Hogast Bepcusg Download Master 3.1.0.114 ycTpaHsieT ITh yA3BUMOCTEN CpeNHEN U
BHICOKOU CTEIIeHHU OMMaCHOCTH, CBA3aHHHBIX C IPOM3BOJILHON 3arpy3Kou (pauyioB, BHEAPEHUEM
koMmaHp OC, nepenonHenneM Oydepa, OTpaKEHHBIM U COXPaHEHHBIM XSS.

XO0Td 9TH YSI3BUMOCTH He CTOJIb KpUuTHUuHEL, Kak CVE-2024-3080, nons3oBaTensim
peKoMeHayeTCss 0OHOBUTH YTUNMUTY A0 Bepcuu 3.1.0.114 umu BhIIIE OIS ONTUMAJIbHOU
6e301macHOCTH.
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