THE
#&HE';ABAT CVE-2024-6045: B MunnoHax poytepos D-Link o6HapyxeH
BCTPOEHHHIN GIKI0P

[ToTHOMOYHMST aIMUHUCTPATOPA Jal0T XakKepaM 6e3rpaHUYHEBIN TOCTYI K
CKOMITPOMETUPOBAHHEIM YCTPOMCTBAM.

B HECKOIbKUX MOMeaX 0eclpoBOOHEIX poyTepoB D-Link oOHapyXeHa KpuTudeckas
ySI3BUMOCTbD, IT03BOJISIONIAs 3JI0YMbIILITIEHHNKaM 6e3 ayTeHTH(DUKAIUY TTOTTyYUTh
aJIMUHUCTPATUBHLIN AOCTYI K yCTpoucTBaM. Ysa3BUMOCTh CVE-2024-6045 uMeeT BEICOKUU
YPOBEHb 0nacHOCTH ¢ oneHKou 8.8 mo mkane CVSS (Common Vulnerability Scoring System)
— 9TO OTKPHITHIM CTaHAAPT, UCIOJIb3YEMBIU I OLIEHKYU U KIacCu(UKaIUY YI3BUMOCTEN
nHpopManuoHHoU Oe3onacHocTy. CVSS mpenocTaBngeT YUCIOBYIO OLEHKY, KOTOpas
IIOMOTaeT OpraHu3anusM ONPEeNeNIUuTh CEPbE3HOCTh YA3BUMOCTU U IIPUHATH
COOTBETCTBYIOIIME MEPH AJid yCTpaHeHus yrpo3.<br> <br> Ouenka CVSS mpencraBieHa
yrcoBbIM 3HadeHuneM oT 0 go 10, roe 0 o603Ha4YaeT OTCYTCTBHE YSI3BUMOCTH, a 10 —
HaWBLICIIVY YPOBEHDb YI3BUMOCTU. JTa OLleHKA [103BoJdAeT [T-crnenuanucram u
aIMUHUCTPATOpPaM IIPUHUMATh PellleHus 0 MPUOPUTETAX 110 0becredyeHnIo 6e30IacHOCTH
CHCTeM U IIPUHUMAaTh MEePHL 4151 yCTPaHeHUS YA3BUMOCTEM, Hanboiee KPUTUYHBIX TS
opranmu3anuu." data-html="true" data-original-title="CVSS" >CVSS.

ITo mauuweiM npepcrasutesien TWCERT (Taiwan Computer Emergency Response Team) -
TallBaHbCKas KOMaH[a II0 pearupOBaHUI0 Ha KOMIIbIOTePHbIE HHIUOEeHTH. OHa 3aHMMaeTCs
MOHUTOPUHTOM U aHAJIN30M KuOepyrpo3, KOOPOIUHUPYET NeHCTBUS 10 IPeI0TBPalleHUI0 U
ycTpaHeHu0 HHIUOeHTOB 6e3omacHocTr. TWCERT Takke mpemocTaBisieT KOHCY/IbTAllMU U
PEKOMeHaluy 110 3aliuTe NHPOPMaMOHHBIX CUCTEM, a TaKXKe aKTUBHO COTPYAHUYAET C
MeXIOyYHapOIHBIMU OPraHU3alUsIMU [JIS IOBHIIIEHUST YPOBHS Kubepbe3omnacHocTu." data-
html="true" data-original-title="TWCERT" >TWCERT, npo6yemMa BbI3BaHa HEPACKPHITHIM
BCTPOEHHBIM TECTOBHIM 03KIOPOM B KOHKPETHHIX MOfiesaX poyTepos D-Link.
3OyMBIIIIEHHUKY MOTYT aKTHBUPOBaTh Telnet-cepBuc, ucmnonb3ys onpenenennsii URL, a
TakKXKe MOJTyYUTh YYETHRIE JaHHbIE aflMUHUCTPATOPa, aHaIU3UPYS MPOIINBKY pOyTepa.
YcmemHas aTaka fa€T MOJHBIN KOHTPOJIb Hal CKOMITPOMETHPOBAHHBIM YCTPOKXCTBOM.

[TepeueHb ya3BUMEIX Mofenieid poyTepos BkiItouaeT: E15, E30, G403, G415, G416, M15,
M18, M30, M32, M60, R03, R04, R12, R15, R18, R32.

Kommnanus D-Link BreimycTuia 00HOBIEHUS IPOLINBKY 71 YCTPaHEHUS 3TOM YSI3BUMOCTH.
[Tonmb30BaTeNsIM DAaHHBIX MOfelel PEKOMEHIYeTCSI CPOYHO OOHOBUTD IIPOLIUBKY IO
IIOCJIeqHEeN BepPCUM 15 3alUTHL OT IOTEHI[MaIbHOU 3KCIITyaTalluyl YA3BUMOCTH.

AxkTyanbHas 6e30macHasi BePCHS MPOIIMBKY It KaXKI0M 3aTPOHYTOM MOMIe/IM YKa3aHa
HUXKeE:
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[Tonb30BaTENM [OMXKHBI HEMEIJIEHHO TPUMEHUTh 9TH 00HOBJIEHUS IIPOIIUBKY [IJIS 3aIUTHI
CBOMX YCTPOMCTB OT aTak. PerynsipHast mpoBepka u 0OHOBJIEHNE ITPOLIUBKY POYTEPOB
SIBIISIETCST BaKHOM Mepou Iy o0ecredyeHus: 6€30IIaCHOCTHA CETEBBIX YCTPOMCTB.
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