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ФБР предлагает до 10 миллионов долларов за информацию о членах связанной с
китайским правительством хакерской группы, известной как Salt Typhoon. Эта группа
участвовала в кибератаках на американские телекоммуникационные компании,
включая Verizon, AT&T и Lumen. Они похищали конфиденциальные данные и,
возможно, получая доступ к системам, используемым для прослушивания телефонных
разговоров.

Salt Typhoon, действующая по крайней мере с 2019 года, является частью более
крупной сети хакеров, которые, как считается, работают на правительство Китая. Их
целью, судя по всему, является сбор разведданных, которые могут пригодиться в
“будущих конфликтах”. ФБР утверждает, что недавняя кампания группы носила
глобальный характер и была направлена на интернет-провайдеров и телефонных
операторов в десятках стран, в том числе по меньшей мере в восьми странах США.

Сообщается, что хакеры похитили журналы звонков, некоторые личные сообщения и
копии данных, запрошенных правоохранительными органами. Несмотря на
предыдущие попытки удалить их, чиновники не уверены, что “Соленый тайфун” был
полностью изгнан из пострадавших сетей.

Чтобы получить информацию, ФБР предлагает деньги, помощь в переезде и
анонимность.


