THE
#&”EESABAT Hoserii 6ar 8 BIOS maBan xakepaM gocTym K [1K ere 1o 3arpy3ku
Windows

HccnemoBaTenu u3 Binarly oOHapyxumm cephe3HYyI0 ys13BUMOCTE B BIOS, m03BOISIONTYI0
XaKepaM OTKJIIo4aTh Secure Boot 1 3amyckaTh BpeJOHOCHBIM KOf eIl€ o 3arpy3ku Windows.

[Ipobnema cBsizana ¢ UEFI-MomyneMm, nognucaHnHbeIM cepTudukaToM Microsoft Third Party
UEFI CA 2011, KOTOpBHI# UCIIONIb3YETCS Ha OONBIINHCTBE COBpeMeHHbIX [1K.

Ya3BUMOCTH 103BOJIIET Yepe3 nepeMeHHy0 «IhisiParamBuffer» BHempuTs BpeOHOCHBINM KO
0e3 IPOBEPKH, IPEOCTABIAS 3I0YMBIIIJIEHHUKY IPSMOX OOCTYI K IaMATH. ITO OTKPHIBAET
IyTh K yCTaHOBKe bootkit-akcmnoitToB, KoTopsie 3arpyxkaiTcs ¢ EFI-pa3gena 1 MomHOCTEIO
00X0m4T CpencTBa 3amuTH Ha ypoBHe OC.

Microsoft yxke BrimycTuia 00HOBJIEHUE B paMKax HiOHbCKOT0 Patch Tuesday, mo6aBuB
ysI3BUMbIE MOAYJIU B CIIMCOK OT3kIBa cepTudukatos (dbx).
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CTOUT OTMETUTH, UTO AaHHOE 0OHOBJIEHVE KPUTUUECKH BaXKHO: 0€3 Hero 3JI0yMBIIIIEHHUK C
agMUH-TOCTYIIOM MOXKET THXO0 OTKJIIOYUTDL Secure Boot, o0ecriednB He3aMeTHYIO YCTaHOBKY
BpenoHocHoro I10.

[Tonmp30BaTeNnsIM pEKOMEHOYETCS KaK MOXKXHO CKOpee YCTaHOBUTh aKTyaslbHble 0OHOBIIEHUS
Windows ¥ IpOIINBOK.
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